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System Requirement

SYSTEM REQUIREMENT

IP Surveillance system

T FPS | 480640 | 360480 | 240-360 = 120-240  0-120
Intel Intel
CPU InteID(lZJgre 2 Pentum D | Pentium D Inteé;PHA;ZB InteéIFiéZA
930 930
RAM 1GB 1GB 1GB 512 MB 512 MB
I\/ll)%tgﬁjr- Intel 945 or 965 chip, Intel Chipset recommended
Displa ATI Radeon 9200, nVIDIA GeForce FX-5200, Intel 945 / 965, or
play above (ATl recommended)
Ethernet 100 BaseT or Above, Gigabit LAN Recommended
Hard Disk 80 GB or above
(O MS Windows 2000 / XP Pro SP2 / 2003 / Vista
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Quick Start
INSTALLATION

Step 1: Insert the Installation CD.

Step 2: Run Setup.exe from the CD-ROM i P
driver/ directory to install.

Macrovision Corporakion

Step 3: Check the option “I accept the terms of the license agreement”.

IP Surveillance System - InstallShield Wizard

License Agreement
Please read the following license agreement carefuly.

End User License Agreement ("EULA") ~

Do not install or use the software until you have read and accepted all of the license
terms. Permission to use the software is conditional upon your agreeing to the license
terms. Instaliation or use of the software by you will be deemed to be acceptance of
the icense terme. Acceptance will bind you to the icense terme in a legally enforceabls
contract with company

* SOFTVWARE LICENSE AND LIMITED VWARRANTY
This is an agreement between you, the end user, and company. By using this software,
you agree to become bound by the terms of this agreement.

v

@]l accept the tems of the icense agreement
(1 do not accept the terms of the license agreement

(_<Back ][ New> ] [ Concel ]

Step 4: Please enter your name and the company name for which you work.

IP Surveillance System - InstallShield Wizard

Customer Information
Please enter your information.

Pleass enter your name and the name of the company for which you work.

Lser Name:

LCompany Mame;
i

| <Back | New> | [ cancel |
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IF Surveillance System - InstallShield Wizard

COMPLETE SETUP TYPE:

Setup Type
Select the zetup type to install

Install all program features into the
. Please select a setup type.

default directory.

Check the option “Complete”.

All program features will be installed.

[ReqUIre the most dISk Space.] CE Select which program features you want installed, Recommended for

advanced users.

[ <Back || Mew> | [ Cancel

Press the “install” to start the
installation.

1P Surveillance System - InstallShield Wizard

Ready to Install the Program ' .i*_ _i
The wizard is ready to begin installation. '|

Click Install to begin the installation

1 pous want to review or change any of your installation settings. chick Back. Cick Cancel to exit
the wizard.

Custom Setup Type:

[ <Back || metal | [ Cancel

Install the system to a preferred
directory. Or select whichever feature(s) you wish to install.

Check the option “Custom”. IP Sarveillance System - InstaliShield Wizard X
Select which program features you Setup Type _ x ‘_" i
want to install.  This is Selectine selup ype o petal —
recommended for advanced users. Flass S SR

ﬁ'g Select which program features you want installed. Recommended for
| users.

[ <Back || Mew> | [ Cancel
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Select folder where setup will install
files.

IP Surveillance System - InstallShield Wizard

Cheose Destination Location ‘
Select folder where setup will install files. L

{ Install Hybrid Surveiltance System to: =
g\, AHybrid Surveillance\SCB_MPEG4_Hybrid | Change... |

[ <Back || Mew> | [ Concel |

Select the features setup will install.

IP Surveillance System - InstallShield Wizard

Select Features \ ‘
Select the features setup will install - -

Select the features you want ta install, and deselect the features pou want to uninstall

Description

Hint: For example, select only
Playback for installation. Install
and use only these features on
multiple remote sites at home or
anywhere with a PC.

The main control conzole of

{4
- Liveiew the I Surveilance Systemn

0.00 MB of space required on the C drive
3042.67 MB of space available on the C diive

< Back l[ et » ][ Cancsl

Press “Finish” to finish the
installation.

IF EnreeiBance Syrtem - TnssliZhield Wiaurd

Inaball hueld 'w'i2a0d Comgldets

T It sl i Wi wed thas sucoesshully metalied Z80/0 IF
Servedarce bpien Choh Firah g sl Fe sgand
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Quick Start

Execute the Main Console

Enter the password you like into the edit
box and enter again at the edit of
Password Confirm. And then press “OK”.
Now enjoy our Intelligent Surveillance
Solution.
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Inligent 1 Ensaller > [
i IP Surveillance . Backup System
[ Main Console
] Playback System
Remote Live Viewer

2 Uninstall IP Surveillance

First Execution of Main Console System

X

Please enter password for administrator

User Account |f"3|f'f'in

Passwiord: |.*..*

Password Confirm: |‘*"*

f/ 0K I [x Cancel




IP Surveillance system
Quick Start

Quick Start
Install IP camera(s)

Step 1: Setup the IP camera(s) following by the instruction manual provided by
the manufacturer.

Step 2: Check the network between the IP camera(s) and the system.

Step 3: Add the IP camera(s) to the system following below steps.

ADD IP CAMERA(S)

Step 1: Go to Start > All Programs > IP
Surveillance > Main Console.

Step 2: Type in user name and password
and log on to the system.

Step 3: In Main Console, go to Config >
Setting to obtain the Setting panel.

Step 4: Go to Camera tab.

If your IP cameras support UPnP. Follow step
5. Otherwise, follow step 8.

Step 5: Click “Search” to search for the IP
cameras that are available at this
point.

Note: Search function just support the IP
cameras with UPnP supported.

Step 6: Select one of the IP cameras that are
available; check the option and enter
the username and password.

Step 7: Click OK to add the camera.

Step 8: Click “Insert” to insert the IP cameras. |




IP Surveillance system
Quick Start

Step 9: Enter the IP address or domain name (check the “Use DNS” option), Http
Port, Username, and Password.

Step 10: Click “Auto Detect”

Step 11: Click OK to add the camera.

Step 12: Click OK to exit the Setting panel. P —

IP Address I " Use DNS
Step 9 % Hitp Paort: Igg—
User Name: I

assword: I

Step 10 Protacal TGP CUDP € i

Device
Step 11 ‘endar [ a’ Auto Detect
Carnera Model I -
Camera 2 e =

Hs g5z 57 mE

~Description

iden Codec:MPEG4
Auia Codec: N2,
Camera™QDI:2, DO:2

Set Schedule 2 ai|EE

Step 1: Go to Start > All Programs > IP Surveillance > Main Console.

Step 2: Type in user name and password and log @
on to the system. =

Step 3: In the Main Console, go to Schedule.

Step 4: By default, when inserting a camera to
the system, the recording schedule is
automatically set to be 24 hours a day,
always record.

Step 5: Click Configure on the selected camera
schedule or double click on any :
schedule bar to modify the recording g
mode. C SRy oEEBBE

Step 4 Step 5

Step 6: When satisfied with the schedule setting, click OK to update the
recording schedule.

Step 7: Click OK again to go back to the Main Console.
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Quick Start
Set Smart Guard Start Guard Schedule Playback Config
Step 1: Go to Start > All Programs > IP @ (A [#® (] (%
Surveillance > Main Console.
TStep 3

Step 2: Type in user name and password and log
on to the system.

Step 3: In the Main Console, go to Guard.

Step 4: Select a camera and then click on “Insert
Event.”

Step 5: Select General Motion as the event type,
click OK.

Step 6:
In the Alarm Event Configuration panel, set the detection zone as all, and then
click OK to exit the panel.

Step 4

Step 7: Click OK to go back to the Main Console.

1
[
|
1

Step 5 Step 6

START RECORDING & SMART GUARD
Step 1: Go to Start > All Programs > IP Surveillance > Main Console.

Step 2: Type in user name and password and log on to the system.

Step 3: In the Main Console, go to Start. Start Guard Schedule Playback Config

@ A #® | %

TStep 3
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Quick Start

Step 4: Click on “Start Recording Schedule”
and “Start Smart Guard System” to
initiate the two functions.

Step 4
PLAYBACK

Step 1: Go to Start > All Programs > IP
Surveillance > Main Console.

Step 2: Type in user name and password
and log on to the system.

Step 3: In the Main Console, go to Playback.

Start

® Al | ®

Start Monitor Al
Start Recording Schedule
Start Smart Guard Systemn
Start Counting Applcation

Lock System

Start

@ A

Guard Schedule

Step 4: In the Playback window, click on the Date Time Icon.

Step 5:

Playbachk

Guard Schedule

®

|

Playback Config

%

>

Step 3

In the time table, recorded files are displayed in color bars. Highlight any color
bars to select playback section. Click OK to return to Playback Console.

Step 6:
The recorded files are ready to view now.

2007 ;05716 PM16:07:45
C

! B monmsns StarTime: [2007 5716 = pzoone =
2 EndTime: [2001/5 116 = zzas08 -
& Suleat Camaras)
— 18 |17
: EFEOE DI OE S s I T 8]
- F) FA0 P FEE FAE FAD D AL
[ only aliwd Single crannel | resetectan
A
I » P |
-] B Camans 1 B -
B Camara 2 =
W B camen 3 =
B ' B
£ camera &
B Camara b 4\
B camens il
| [ B camen ] - B
. a Ll|
Fracord Abwirrs — Recond on Event
Frecoed Mowing Lok ][ caca ]
m - i -——]
w
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IP Surveillance system
1. Main Console

1. Main Console

(&) Opc L‘ll@jﬁm

This is the main operation system - to activate, schedule recording,
setup smart guard and configure system setting.
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1. Main Console

Minimize

EXIT: Shut down the Surveillance System or
log out current user.

MINIMIZE: Minimize the Main Console

window.

Screen Division

Exat MainConzole

£

g Flease select the operation you want o do
=9 |Exit Main Console -~

[v

oK ] lx Cancel ]

SCREEN DIVISION: Allocate the sub-screen display by clicking on the desired
layout icon. To switch to single camera display, double click on a particular

sub-screen. Double click on the screen again to regain previous screen division
layout.

‘ Divide into
1 screen(s)

L]

. Divide into
| 10 screen(s)

Divide into

13 screen(s)
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Divide into
4 screen(s)

| Divide into

13 screen(s)

Divide into
| 17 screen(s)

L

Divide into
| 6 screen(s)

Divide into
| 16 screen(s)

Switch to
Full screen

B

| Divide into
| 9 screen(s)

| Divide into
N screen(s)

Rotate all
| screens
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1. Main Console

1.1 Start

Start Monitor Al

Start Recording Schedue
Start Smart Guard System
Start Counting Appication

START: Click on the Start icon and select from the drop down menu to activate/
deactivate: (a) Recording Schedule System, (b) Smart Guard System, or (c)
Counting Application. Select Start/Stop Monitor All to activate/ deactivate all the
functions at once.

Note: When activating any of the monitor functions, system considers the current
screen status as normal. Therefore, if you want to, for example, detect Missing
Object, be sure the object needed to be protected is in its position at the moment
you click Start button.
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1. Main Console

1
- ﬁ -
s [ pow | Go
[amm | 4
o e s o conn (] [ [ ) EZE
= @M mEEE D
Guard Schedule Playback Config

PLAYBACK: Click on the icon to get Playback Console. You can watch recorded
video, search recorded video, adjust image of the stored data, save video/
pictures, print images, check log information and event records, and set up
recording function configuration. See 2.Playback for detail.

SCHEDULE: Organize recording time schedule and setup recorder configuration.
See 3.Schedule for detail.

GUARD: Add/edit type(s) of events that you want to detect; setup reaction(s)
responding to events. See 4.Guard for detail.

CONFIG: Select from the drop down menu to modify general setting, save/ load
configuration settings, start counting application, access log viewer and backup
files, or setup network services. See 5.Configuration for detail.
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1. Main Console

Information
Window
PTZ Camera - ; =
Control et
v [ | o
[1e [ %
©
U}

1.2 Information Window:

Display date, time, free HD space, CPU temperature, fan speed, and customized
text. To customize Information about window’s setting, go to Config > General
Setting > General

1.3 PTZ Camera Control:

Control the movement of PTZ cameras. With cameras that support PTZ control,
you can move, zoom, patrol, adjust the focus, and set preset points of the
cameras.

1.3.1 Preset/ Go:

Adjust the camera view until you are satisfied. Click on the Set icon and set up
the view as the preset point 01. Adjust the camera view again and set up the
preset point 02. Repeat the process until finish setting up all preset points. You
can enter any names you like to instead of the preset point 01, preset point 02,
preset point 03.

Click on the Go icon and view the result of your setting.

1.3.2 Zoom: Click on the + and — signs to zoom in and zoom out the view.

1.3.3 Focus: You can select to have the camera focused near or far. To focus
near means objects that are closer will be clearer than the objects that are further

away. On contrast, to focus far means objects that are further will be clearer than
the objects that are closer.
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1. Main Console

Click on the Focus icon and select auto focus if you want the system to decide
the focus point for you.

1.3.4 Patrol: Go to Patrol > Set Patrol to obtain the Patrol Setup dialog. From the
left window, select the cameras that you would like to have in the patrol group.
Align the cameras in order in the right window and adjust the time. Rename the
group name if you want. After completing the setup, check the Active option, and
then click OK.

You can setup up to four groups of auto patrol. To start or stop, click on the
Patrol icon in the Main Console, and select Start Patrol or Stop Patrol.

-

Patrol Setap

Group 1 ] Group 2 | Group 3 | Group 4 |

Group Mame ; |Grc|up 1

Period: - 5 Sec

I~ Active

’\/ oK I Ix Cancel J
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1. Main Console

1.4 On Screen Menu

Right click on the camera screen and get the On Screen
Menu, from which you can enable move, enable digital
(@ Enable Tak PTZ, and connect/ disconnect the camera.

(il Enable Move

1.4.1 Enable Move: With cameras that support PT
function, by selecting the enable move function, you may
Show Camera »| adjust the camera’s view by clicking on the display screen.
To cancel this function, right click on the screen and select
Disable Move.

2% Disconnect

Delete Camera
Enable Digital PTZ

Snapshot Note: You can only work on current camera after clicking
Manuzal Record Enable Move. _
1.4.2 Enable Talk: With cameras that support two-way

Toggle Fullscreen

audio, you may select enable talk to utilize the function.

1.4.3 Connect/ Disconnect: Right click on the display screen and select
Connect/ Disconnect to modify the connecting status of the camera.

1.4.4 Show Camera: Select the camera to be displayed from the Show Camera
Menu.

1.4.5 Delete Camera: Click on Delete Camera to remove a camera from the
display screen. This does not delete the camera from the setting list.

1.4.6 Enable Digital PTZ: To enable the PTZ functions of the camera, select the
Enable digital PTZ option. When enable digital PTZ, we can use mouse wheel to
zoom in and zoom out on the camera.

Note: Enable Digital PTZ is the option function in IP+ software not in IP software
1.4.7 Snapshot: Select the snapshot function to capture a specific video image
immediately. You have the options to copy the image to the clipboard or to save
it.

1.4.8 Manual Record: Start recording video by selecting manual record.

1.4.9 Toggle Full Screen: To view a specific channel with full screen.
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2. Playback

2. Playback

| ik

| ¢

Watch the recorded video, view and/or search for unusual events
and recorded system information.
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IP Surveillance system

2. Playback
“
]
£ E s
Py ZHTEN
Minimize Exit Scroll Bar  Control Speed Zoom Cue

MINIMIZE: Minimize the Playback console.
EXIT: Shut down the Playback console.

SCROLL BAR: Indicate the status of the playing video; drag it to where you want
to review.

CONTROL: Play, pause and stop the video.
CUE: When playing video, click on the Cue In/ Cue Out icon at where you want
to set as the starting/ ending point of a saved video clip. The Cue In and Cue Out

time will be displayed on the Playback Information Window once they are set.

SPEED: Control the speed of the playing video. Click + to speed up and — to
speed down.

ZOOM: Zoom in and zoom out. Get a close up view of the recorded video; move
to the spot you want to view by dragging the screen.
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2. Playback

Search Mode \

Screen Division —m—___ t B
£ [ =

> L - + -—

LI) - “ 3 » ™ [} o
Information Window / \
\ Audio Volume
/ Control
Step FWD/REV: FWD/REV:
Forward/reverse frame Customize the speed
by frame. on Setting panel.

2.1 Information Window:
Display video date and time, current video status, cue in/ out points’ time, and
speed.

2.2 Audio Volume Control:
Adjust the sound level.

2.3 Screen Division:

Allocate the sub-screen display by clicking on the desired layout icon. To switch
to single camera display, double click on a particular sub-screen. Double click on
the screen again to regain previous screen division layout.

2.4 Browse Mode:
Play the recorded video.

2.5 Date Time:

Click on Date Time button to access the Date-Time Panel and withdraw the video
record that you want to review.
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2. Playback

2.5.1 Date Time Panel
Withdraw the records:

2007 105716 PM16:07:45
Sl o -

B Date Teme Srarch Dislog - Browss Wods

[= 8 Racord Do Crate Tima Pariod

! B zo0rmens Stat Tima:  [20077 8116 = B2o000 =

A End Tima: [20076 186 — Bzi508 —
- Salet Camaraii)
- 118 |17z

anly abws single channel [cessiectan]
> - M a M
- - =l
N = |
]
——————————————————— 1 '..'-
:: :: :::::: —— RO 01 v . u pe—
U) A l. W e - Y —
Step2 Step3 Stepd Step4

Step 1. From the window at the top left of the Date-Time Panel, select
the date you want to check, and you will see red/green lines show
on the time table implying available recorded video.

Step 2: You can select the video clip you want to review by left-clicking
and dragging to highlight the time period. Besides using the
time-table, you can also indicate the time period of video that you
want to see by using the Start Time and End Time in Date Time
Period section.

Step 3: In Select Camera(s) section, select the camera(s)/channel(s)
from which you want to see the video. You can select all cameras
by clicking Select All button.

Step 4: Check Enable Preview to get the preview of the video you select.

Step 5: Click OK when you are done with the settings.
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2. Playback

2.6 Enhancement

2.6.1 General Setting: Check the option and chose whether you want to apply
the setting to all the channels or only to those currently shown on the screen.

2.6.2 Filter Setting
Visibility: Check the option and adjust the gamma value of the image to
enhance the image and make it cleaner.
Sharpen: Check the option to activate the function. Move the slider
control to the right to sharpen the image, to the left to soften it.
Brightness: Check the option to activate the function. Move the slider
control to the right to make the image brighter.
Contrast: Check the option to activate the function. Move the slider

control to the right to increase contrast.

Grey Scale: Check the option to show the record in grey scale mode so
the image displays in black and white.

2.7 Save Video

Step 1: Click on the display screen to choose the camera display that you want
to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out time will
show on the information window.

Step 3: Click Save Video icon, choose the folder where you want to save the file
at, enter the file name and click SAVE. You may export (i.e. save) the record with
both audio and video or video only.

Step 4: Choose the compression format and then save the video.

2.8 Save Image

Step 1: Click on the display screen to choose the camera display from which you
want to save pictures.
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2. Playback
Step 2: Click Save Image button when the image you want is shown on the
screen. You may click Pause to freeze the video, use Step Forward/ Step
Backward function to find the picture(s) that you want to save.

Step 3: Choose the folder and the format of image (BMP or JPEG) you prefer
and then click save.

Note: You may skip step 3 by pre-setting a folder and format that you want to
save the images.

2.9 Print

Print the current image of the video you choose.

- : Print in original size:
: Print Sefu 53— :
& 2sin - Select to have the image
Page Setting print in original size.

& Original size _—/__,,__.-- Fit the page: Selectto
. have the image fit the page.
L lutoean | Align Image: Top,
Align Image: [[3 - — Center, or Bottom

Print Content )
L Print Content: Print the

image from currently selected
" Print all channels in the current view channel or all the channels
shown on the screen.

(* Print active channel image

| Print | [ X cancel |

2.10 Backup

Different from Save Video, the Backup function saves everything from the
Playback panel, including log information.

You can start a full function Playback Console and load the backup files into it on
any PC with Windows operating system. This means you may monitor the real
time video and work on the backup files on separate computers simultaneously.
Step 1: Press the “Open Record” to select data and press “Backup”.

Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.
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Date Time Period
Step 2 —

—EndTime: [2007/5/16 =4 [16:1600 =

Step 3 -
\\\‘ aghﬂﬂlmﬂ

Step 4 116 |17-32| 33-48 ] 4364

rFErdarErarariarsrs

ok 9| af10] afi1| a€12| 13| af14] ad15] akre

™ Calculale Biza | EoloctAll | Dwulwmll
LD =R

Step 5 __// & Backup using COROM

 Backup on HardDIsk
| B

—Oplion

 Backup Sysiem Log
™ Backup Cournter Log

\

~" Batkup | X cancel |

Step 5: Select the directory you want to save the backup data.
Step 6: Check the log you want to backup.

Step 7: Press the “Backup” to start backing up.
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2.11 Log Viewer

2.11.1 Unusual Event: View the unusual event history that had been
detected by the Smart Guard System.

Step 4

Stepl: Choose the type of events you wish to view or select “All” from the
drop-down menu to view all types of events.

Step 2: Choose the camera channel you wish to view or select “All” for all the
channels available.

Step 3: You can either view the events that happened on a particular date or
during a given time period. To search and view unusual event on a particular
date, check the option right next to “Date” and select a specific date.

You may also point out two different time points and search for unusual event
happened during the period. Check the options in the Date &Time columns and
enter the date and time.

Step 4: Click Search

Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date & Time
mode, start from the beginning to the end of the record, which is the default
setting of the system.

2. A link will appear right next to each event time. By clicking on the link, the
video will jump to the point where the unusual event takes place.
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2.11.2 System Log: Select Log Type form the drop-down menu. There are total
11 types of log types, including:

Step 1 2 Log Viewer - BRE
p \me Eystern Log |
Liag Type m d
Step 2 | Date |5 Now L2005 & 2|
€p <‘I:!a1=.~ﬂ‘uw | L E Baarch

.."'.-'r'!nl T'ml Ew-:.!T;u 1 i-!wrlp:hun

2005 1H 1 T03044 5tan Live Sireaming Semer

J005M 111 2023045 Etan Romioln Playhack Sarver

2005M1A 1 20:40:50 oty Sl Ouesad

200511 T04115 Stan Grnan Guard

J0CEMIAT 204239 Stop Smard Guard

200511A1 ZEa0:1 Bt Live Btraaming Sedved

0051141 73011 Stop Ramole Playback Serer

l
Step 3

1. Main Console Startup 12.Stop Smart Guard
2. Main Console Shutdown 13. Modify Smart Guard
3. User Login 14.Modify Schedule
4. User Login Failed 15. Modify Configuration
5. Start Schedule 16. Start Live Streaming Server
6. Stop Schedule 17.Stop Live Streaming Server
7. Execute Recycle 18. Modify Live Streaming Server
8. Execute Backup 19. Start Remote Playback Server
9. Enable Channel 20. Stop Remote Playback Server
10. Disable Channel 21.Modify Remote Playback Server
11. Start Smart Guard 22.1P Camera Connection Lost

Stepl: Choose the type of event you wish the check or select “All” from the
drop-down menu and view all types of events.

Step 2: You can either view the events that happened on a particular date or

during a given time period. To search and view unusual event on a particular

date, check the option right next to “Date” and select a specific date.

You may also point out two different time points and search for unusual event

happened during the period. Check the options in the Date &Time columns and
enter the date and time.

Step 3: Click Search.
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3. Schedule

il Sehedede Copdipniatiea %
i Loud Ry Coprm |H3¢t'w.|l I"::""'r"""-""'1"-”‘1-=ll=lsw:r:||;-1_;,:,ﬂ
= Bl el 1) Comesnl e e g i |

B 01 Camara 1 L] Canvira i
B o Camera 2 Bl Canmm s
H 03 Camera 3 1] Carerad
= ™ Camera 4
|

) lomct i Deless o Confipenis

FES (o Farhution

S Tees  Erd Dan  Boecrnd
Of 00 1745 Ay E ] Bl Pomal
Dyt | ki | Cusmam
[0 Cns i | [ sk e
|./ [l J | X Camo

Click on the Schedule icon on the Main Console and set up the
time duration for video recording on the schedule configuration

panel.

page-28



IP Surveillance system
3. Schedule

B |

Load

Camera/ Channel
..L"|:nxr. My Delew A Condigen:

| Start Tema| End Trme  Record | FPS Qualkty | Resoltion

Day Mode

TORBUE | rokday | Cu =

| 3 Dy Misde | | [ ool Mo

3.1 Day Mode
Schedule the cameras to turn the recorder on and off at the same time every day
according to your setting.

To setup the time schedule for each camera, you may
1. Load the preset modes or
2. Insert a new schedule manually

3.2 Load Preset Modes
Click on the Load icon for the drop-down menu.

Regular Mode: Video recording 24 hours a day with the setting of 30 FPS
(frames per second), Normal video quality and Normal resolution.

Office Mode: Video recording from 8 am to 8 pm (08:00 — 20:00, shown on
the red bar in the Schedule Configuration panel) with 30 FPS, Normal video
guality, and Normal resolution.

Shop Mode: Video recording from 10 am to 10 pm (10:00 — 22:00) with 30
FPS, Normal video quality, and Normal resolution.

High Security Mode: Video recording 24 hours a day with the setting of 30
FPS, the highest video quality, and High resolution.

Disk Saving Mode: The system will start recording only when a motion is
detected on the screen, 24 hours a day (shown on the green bar in the
Schedule Configuration panel), with the setting of 30 FPS, Normal quality, and
Normal resolution. You can adjust the sensitivity, interval, and area of motion
detection in the Schedule Configuration.
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Minor Mode: The system will start recording only when a motion is detected
on the screen, 24 hours a day (shown on the green bar in the Schedule
Configuration panel), with the setting of 15 FPS, Low quality, and Low
resolution. You can adjust the sensitivity, interval and area of motion detection
in the Schedule Configuration.

3.3 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want to the time table. The scheduled
time will show as a grey bar.

1 [t

Defauk | Holday Custom
E) Darode | | ) Meek Mode

\fj. 0K ] "x Cancsl I

.

Step 2 Step 3 Step

Step 2: Click the Insert icon and add a new schedule in the Regular Mode, i.e.
to record video during the time period you set with 30 FPS, Normal video
guality, and Normal resolution.

Step 3: Change the setting if wished by clicking on the Configure icon or
double click the schedule information.

Step 4: Click OK.
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3.4 Copy Schedule

You may set up the schedule for each channel/camera by repeating the process
above, or simply apply the setting of a single camera to all the others.

£ Schedule Configuration

Copy To

i Load g Copy i

= & pefault
01 Main Gate
02 Driveway
03 Pool
04 Room A
05 Room B
06 Back Door

Default | Holiday | Custom
[ B3 Daybose | [ (3 Week Moge

[Boefaut [5 1 2 3 &+ 5 6 7 s s n

] Main Gate
f] Driveway
] Pool

] RoomA
] RoemB
] BackDoor

st} Delete @ Contigure

Start Time| End Time | Record | FPS
04:00 12:30 Always

Qualty | Resolution

(7o) (Kowmn]

3.5 Week Mode

Schedule the cameras for each day of the week differently

assign extra holidays under the Week Mode.

T8 Baled e Covallipasnins

ol g Cope e

-

+ 9L Mein Gt
d
]
®

w I a5 Foored

Week Mode

v [ 4 Bk e

|!- DEtar

. In addition, you may

L Main Gais
I Dvieway

H Frad

] maam s

L mean B

K Soot Dt

Default

Holiday Custom

[ = ] [% com |

3.5.1 Default: Follow the same process to setup the schedule for every day in

a week.

3.5.2 Holiday: You may assign holidays where the system will work according
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to the setting of Sunday.

3.5.3 Custom: You can assign a particular date(s) on which the system will
work according to a special schedule(s) different from the others.

3.6 Adjust the Scheduled Setting

You can manually change the setting at any time after you insert or load a period
of schedule.

Option 1: Move the cursor to the Time Bar and change the length or move the
bar sideway to change the start and end points.

Time Bar
.[_j Schedule Configuration \
N
i Load g Copvto ‘ﬂfl Default |) oo 4\ B T L P S o S =
= [ Default ] Main Gate | SRR TR T ER BT AERT &

) Main Gate el VWY
i Driveway ] Pool
03 Fool ] RoomA

Conﬁgure \ = 04 Room A ] RoomB

05 Room B f] BackDoor |

=

4 Insert P Delet (¢4 Confignre

Start Tme  End Time | Record | FPS Qualty | Resolution
=00 12:30 Always

Schedule
Information

| Defaulk | Holiday | Custom
B3 Davbiods | | () wesk e

Option 2: Click on the Configure icon or double click on schedule information

on the screen (highlighted in blue) to obtain the Encoding Option panel and
change the setting as wished.

Configure: Click on the configure icon to obtain the Encoding Option panel.
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3.7 Encoding Option Panel Setect Event
.Emoding ooz STE‘;G:;:!P.ME"]“FEEE&
Qriginal Video {General Motion:

4 CAMOZ Driveway
—-4F CAMO3 Pool
O ceneral Mation
=G CAMO4 Room A
/ O General Mation
—-4F CAMOS5 Room B
O General Mation
=4+ CAMOG Back Door
O General Motion

Digital Input

(#]Main Gate Input:0
(#]Pool Input:0
O(#]Pool Input:1
O] Fool Input:2
O#]Fool Input:3

Start Time: | 00:00 == (+ Always Record
EndTime: [2350 — ¢ Record on Event Select Event Panel

¢ Record on Motion

QAlways Record

\Record on Event
Record on Motion

[~ Pre-record/ Post-record

Pre-record: |5 sec. (Max 60)

w//\

Post-record: |3 ax: 60)

Audio

™ Record Audio

v OK | ’ X Cancel ]

3.7.1 Always Record: Select this option to record the video at all time.

3.7.2 Record on Event (Unable in bundle version): Select this option to obtain
the Select Event panel. From the Smart Guard list, check the box of the
camera(s) that you want to trigger the recording action. Click OK to complete the
setting.

3.7.3 Record on Motion: Select this option to start recording when there are
motions detected. To detect Motion, you have to define a detection zone.
Left-click and drag the mouse to draw a detection zone. You may define more
than one zone on the screen by repeating the same process. User can also click
on “All” button to select the entire detection zone. You may adjust the sensitivity
and the frame interval.

3.7.4 Pre-record/ Post-record Time: The pre-record/ post-record function saves
the recording data accordingly. For instance, to set up a 5 second pre-record
time means the system will start saving the recording data 5 seconds before the
event happens.
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4. Guard

i Event and Action Configuration 3
Event Action ]
u v 0K
=l GF{CAMD1 Main Gate! Action Options X Cancel

'8, General Motion
G CAMOZ Driveway
=G CAMO3 Pool
'8 General Motion
= GF CAMO4 Room A
'®. General Motion
=%+ CAMOS Room B
'@ General Motion Video Preview
= ‘G CAMO6 Back Door
'@ General Motion
& Digital Input
& system

Click on the Guard button on the Main Console to start the Event and Action
Configuration panel. You need to specify an event to be detected as well as to
set up an action with which the system will take when the specified event is
detected.
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{ Event and Action Configuration =]
4.1 Event
' 15
Insert Event — [ «/ousimsies e —
“Bgfeneral Motion
Camoz Driveway
'3 CAMO3 Fool
/ '@, General Motion
=G CAM04 Room A
@, General Motion
=1-GF CAMOS Room B
@, General Motion Ve Preion
=G CAMO6 Back Door
B! General Motion
[#] Digital Input
[#] System
Step 1

There are three sources of events: Camera (video image), Digital Input (device
connected to you PC) and System (condition of your hardware). You can assign
multiple events by following the instructions below.

4.1.1 Assign a Camera Event

Step 1: Select a channel from the camera list and click the insert event icon. d

Select Event
— Step 2
Event Type Description
:&:General Motion Detection of any movement

/ e

I OK | [X Cancel ]

Step 2: Select the event you want on the Event Type list (for bundle version, only
General Motion event is available), and then click OK.

Step 3: Configure the setting of the Event Type. See the following instructions.
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4.1.2 Event - General Motion

Detect any movement in the defined detection zone.

Enable Event \

Life Cycle — |

Alarm Event Configuration

Basic l

~
v Enable Event
| i Life Cycle
t+ Automatic cancel event when event disappear

" Manual cancel event or event last triggered

Activated Period
[
Activated Period ] & Always Activated

¢ Activated only in the following period

Basic Setting [V ok ][ x cance |

Enable Event: Check the box to activate.
Life Cycle

Automatically cancel event when event disappears: the alarm/action will be
off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action will
continue until being canceled from the Main Console (Start>Open Event
Report>Cancel All Events). The user currently not at the seat watching the
screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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Event - General Motion

. Alarm Event Configuration

SenS|t|V|ty Basic Advanced

Alarm Event Option Video Preview

Interval
\\ Sensitivity:  —— J——

Interval: —_—t—

-

Region Definition
-

Region Definition

" Define detection zone

-

Start Simulation\ ] [oear |

[ Start Simulation ‘

|~/ OK | [ X Cancel ]

Advanced setting

Sensitivity: Click and move the slider control to the right to increase sensitivity
so that a relatively small movement will trigger the alarm. Move the bar to the left
to reduce the sensitivity of movement detection. Set up an appropriate
Sensitivity value will reduce the chance of false alarm. For example, you can
lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval: Click and move the slider control to the right to increase interval time
so that the alarm will only be triggered when the movement lasts longer. Move to
the left to reduce the interval time.

Region Definition: To detect General Motion, you have to define a detection
zone. Left-click and drag the mouse to draw a detection zone. You may define
more than one zone on the screen by repeating the same process. User can also
click on “All” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the
preview screen.
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4.2 Action

Insert Action: To setup actions responding to an unusual event.

4k Event and Actiion Configuration

Event Adon——m————————————————————————————————————— ==

awanle Holesesla |
el ildQ Camera 1 Action Options % Cancel
[T10n Screen Display

—_— Lb
St e p 1 & General Motion
BasaM=RSE IR Sclect Nofification Action
O CAMO3 Camera
02 CAMO4 Camera 4
] Digital Input
] system

= Play Sound Play Sound

Step 2 <

W OK X cancel

Step 1: Choose an event and click the “Insert Action” icon.

Step 2: There are 6 types of actions: On Screen Display, Play Sound. Select the
action you want on Action Type list and then click OK.

Step 3: Configure the setting of the Action Type if needed.

4.2.1 Action - Action Type

On Screen display: A red warning will be flashing on the screen of Main
Console, indicating which type of unusual event is detected.

Play Sound: Sound alarm warning. Choose a Wave file (.wav) and the system
will play the sound as alarm when an unusual event is detected.
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5. Configuration

SavailLoad Contguration

+ 1 B oo vews
Y . e

3 Setting
SavefLoad Configuration [

B Log viewer
B Backup

Metwiork Service

About MainConsale. .,

Modify the setting, log viewer, backup, and network services. Click on the
Config icon, select from the drop-down menu and open the Configuration panel.
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5.1 Setting — General

General | Camera | MO Device | PTZ Config | User Accaunt | Monitor Dispiay |

Startup

Startup
¥ Main Consale

¥ Schedute Recording System

Slorage Status Display

Location = Current Drate

B

¥ Current Time

W Smart Guard System ¥ Fres Disk Space

C:\Program Fles\ZAVIO\IPSurve...
-
¥ Live Streaming Server

& W Automatic Recycle

W CPU Temperature
& Celsius Degree
 Fahrenheit Degree
¥ 3GPP Server ¥ CPU Fan Speed

I™ UserDefined Test 1

Recycle Range [sr;oms y _ll

¥ Auto Login

UserAccount [admin
Panel Resolution — ™= ™

I~ keepvideo | days
¥ KewpEverilog [T dars E

W Keep Systemlog [14  days [~ User Defined Text 2

Panel Resolution [autoFn ~] ¥ Keep CountingLog [0 days
Audio Preview
P Dafaut Channel  [NotUses)  ~]
¥ Preview Active Channel
™ Automatically popup event report
Automatically Popup Event Report o Y i

5.1.1 Startup

Check the box and activate the functions as the system starts. You may
start/stop the function in Monitor panel on the Main Console.

Panel Resolution: Set up the resolution of the control panel. You may select
Auto Fit to have the system choose the best one for you.

5.1.2 Automatically Popup Event Report: Event report dialog automatically
popup when events been detected. Make sure to stop Smart Guard System
before you modify the setting, otherwise the modification will not take place.

& Setting X

Ganeral | Camera | 10 Device | PTZ Config | User Account | Manitor Display |
Startup Starag Status Display

W Main Console

_—— Storage

Location EEGIE) | | P curmno — Location
¥ Schedule Recarding System C:\Program Fies\ \IPSurve.... ==
i Sman Guard System ¥ Free Disk Space
= ¥ CPU Temperature
¥ Live Streaming Server + Celsius Degrae .
. e 2 Automatic Recycle
e Recycle Range [Ghours  +)| ¥ CPU Fan Speed
/7 Auto Login I KeepVideo ,_—‘_m ™ User Defined Tex 1 .
Usgar Account [aﬂmm ¥ Keep EventLog ﬁ'— days | K ee p VI d €o
Password:  [r ¥ Keep SystemLog [14  days N&TM 1
Panel Resolution [Auto Fit - [ Keep Counting Log (90  days I K eep EV en t L 0 g
Audio Preview

Default Channel | (Mot USEIJ ﬂ

W P Active Channel .\ Keep SyStem I—Og

Miscellanies

[~ Automatically popup event repor

Volume

Keep Counting Log

v 0K
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5.1.3 Storage

Location: Assign the default folder for the system to store all data files.

Automatic Recycle: The system will automatically delete out-dated data to
save storage space.

Keep Video: Delete the video records that are older than the number of days
set.

Keep Event Log: Delete the event log data that is older than the number of
days set.

Keep System Log: Delete the system log data that is older than the number
of days set.

Keep Counting Log: Delete the counting application data that is older than
the number of days set.

& setting El

General '|Camera| 10 Device | PTZ Config | User Account | Monifor Display |

Starup

¥ Main Console

¥ Schedule Recording System
¥ Smart Guard System

r

¥ Live Streaming Server

T

¥ 3GPF Server

¥ Auta Login

Usger Account: |admin
Password: i

Panel Resolution [Auto Fit =

Miscellanies

™ Automatically popup event report

Storage

Location EEEE

Status Display
W Cument Date

Ci\Program Fles\ZAVIO\IPSurve,.,

W Automatic Recycle
Recycle Range [Ghours v |

[~ KeepVideo |__- days

% KeepEventlog [T days
W Keep SystemLog |14 days

W Keep Counting

Audio Preview

Defaull Channel | (Mot Used)

¥ Preview Active Channel

Volume

-l

W Cument Time
B Free Disk Space

W CPU Temperature
= Celsius Degree
" Fahrenheit Degree

¥ CPU Fan Speed
I~ User Defined Texd 1

ef Defined Ted 2

—

«  OK x Can(eli
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5.1.4 Audio Preview

Default Channel: Select the audio channel that you wish to hear from in
“Default Channel.

Preview Active Channel: Check the “Preview Active Channel” option to

hear the audio from selected video channel on Main Console. The default
channel plays if the video channel isn’t selected.

System plays the audio of default channel

System plays the audio of left-top selected
channel

E)/olg,me: Adjust the volume with the “volume
ar.
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5.1.5 Status Display

Check the boxes of the information that you wish to see in the information
display window in the Main Console.

Fi‘ ';: 2007 } D55 TORPRMT IO 15
/4. o ~ Ty

ik

2007/05/16
16:07:45
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5.2 Setting - Camera

Search —

== Search i Incert o Delets

4 Config

Insert/

/

Delete Config

General Camera ||JO Device | PTZ Config | User Account | Monitor Display |

Camera Parameter

Camera Seftings
Video Parameter

IP Surveillance system

05D Sefling

[ Enable

[# ShowDate |2007/08/11 |
- 2007/5/16

¥ ShowTime |Fmuoasud  «|
¥ Show Camera Number

[~ Show Camera Name

Apply Al |

¥ Translucent

|J oK X Cancel |

5.2.1 Add Camera

Four function buttons will be included in the Setting/Camera panel if you have
our Hybrid Surveillance System license for IP camera.

Search: Click on the Search icon to obtain
the Search IP Camera panel. The system will
start scanning automatically once the panel
is opened; feel free to stop scanning by
clicking on the Stop Scan button.

Fill in the user name and password for each
IP camera found and click OK to add it to the
camera list.

Insert: Click on the Insert icon to obtain the
IP/Video Server Setting panel and add IP
cameras to the list.

Delete: Click on the delete button to remove the
selected IP camera(s) from the system. Click OK
to finalize the modification.

Search [P Cameras

Device Found:

Stop Scan

[0192.168.1.130
[0192.168.1.67
[192.168.1.90
[192.168.1.60
[1192.168.1.93
[1192.168.1.98
[192.168.1.92
[J192.168.1.94

IP Camera Option

Camera Name |

User Name

Passwaord:

[102.168.1.43

Vendor Madel

T
00-80-f0-56-d6-ad
00-40-25-00-00-13
00-11-6B-80-44-F1
00-11-6B-80-44-BD
00-40-8C-72-47-B5
00-11-6B-80-3A-05
00-11-6B-80-47-01
00-11-6B-80-32-2B
00-11-68-80-36-FD

(192.168.1.131)

—
—

0K

Config: Click on the Config button to obtain the IP/Video Server Setting panel.
You can modify the IP camera settings with the Setting panel.
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Camera List —

B 5 CaM02 Zwio WIL1AS (100

Camera Name \

Jarral Carera | Dedce | PTEConig | Uksr Socgunt | Winisr Dispty

Caimiers P aranm i

Zadn V11 1S T1000 67

Camera Settings

| camera satima |

Video Parameter

| Wiles Paramete |

O30 Bedng

« Enphle

o Shew Camsia Humber

Bhow Camar Hama

# BhowData |f00T@GHT =)

P Gl Tism :.:"".l'.'.‘a':.l.i -

R Transucent Aapiy Al

| ok | | & cance

5.2.2 Camera Parameter

Camera List: The camera(s) connected to the system

will show on the panel, click the name of the camera to

adjust the setting.

Camera Name: Name the camera for your convenience.

Camera Settings: Set the camera parameter
offered by camera vendor.

Video Parameter: Adjusts the video’s brightness,
contrast, saturation, and color hue values.

5.2.3 OSD Setting: Select the information that you
wish to see in the on-screen display, or the
sub-screen of the camera.
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Camera Settings

Image Quality

RTSF:

+ On (" Off

Video Format: ¢ ifotior 5 & MPEG4

Frame Rate:

Resolution:

30 fps -
704x480 -

Rotate Image: |g -

Quality:
" Auto

{+ Fixed Quality |Excellent A4
(" Fixed BitRate |2048 Kbps -

v

oK | ’)( Cancel]
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IP Surveillance system

5.2.4 IP Camera/ Video Server Setting Panel

Network

Device

\

Metwork

Mame: I

IP Address: I

Hitp Port: Ign

User Mame: I

Pasgword: I

Protocol: C TCP & UDP  HTTP

[~ Use DNS

- Device
“Yendar, I
Camera hodel: [

=

Camera: Fi 2 F3 r4

x | Auto Detect

Description\

~Description
Wideo Codec:MUPEG
Audio Codec: NA
Camera:1, DEO, DO:0O

v 0K ‘ X Cancel|

Network: Fill up the Network field (including Name, IP Address, Http Port, User
Name, Password and Protocol) referring to the instruction provided by the
camera manufacturer. Check “Use DNS” to use domain name instead of IP

address.

Device: Choose the IP camera manufacturer from the drop-down menu. Click on
“Auto Detect” and the model name will show in the box.

Description: Show information of the IP camera.
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5.3 Setting - I/O Device Device Setting

"W seting I
1/0 Device Setting Digital input/output pingfof selected /O module
|+ Hoduie: [Pool e Name: l Type: |
Device ‘ J Pin Hame I Signal Type
DI Input 0 N/O
. D ]—_] ol nput 1 /O
Module Setting
D3 Input 3 N/O
DOO Output 0 N/O
Do1 Qutput 1 N/o
Module Device D Fiic Oatg:t 5 N0
& Main Gate TP Camera 503 Output 3 No
/ ool P amen /
List of devices
- Digital Input Monitor Digital Quput Simulation
Input Monitor
®0eo0 eece
7 o

Module Setting: Name the module device and ID that has been connecting the
digital input/output device(s) to your system.

Device: This column displays the device(s) already installed to the system.
ID: Select the number of the 1/0 port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is in red. By triggering the
digital input device, the related icon will light up. This is used to check if the
device is correctly connected or not.

Output Monitor: The device(s) is turned on if the dot is in red. By clicking on the
icon, you may trigger the digital device connecting to the system. This can be
used to test if the output device is correctly connected.

Device Setting
Name: Insert the name of the device (input and output).
Type: Select the device type from the drop-down menu.
N/O: Normal Open.
N/C: Normal Close.

page-47




5. Configuration

5.4 Setting - PTZ Config

IP Surveillance system

Basic Setting —___ [

CAMOS5 Room B
CAMO6 Back Door

\

Advanced Setting
\\

Basic Setting

Camera Model m
Com Port:

Baud Rate

Address:

Advanced Setting
Pan Speed:

Tilt Speed

Zoom Speed

Auto Pan Speed

[/ oK ] [x Cancel]

Install PTZ cameras following the instruction of the camera manufacturers. A
PTZ camera is usually connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a PTZ

camera.

Basic Setting: Select the camera model, com port, baud rate, and address

according to your PTZ camera.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed and
auto pan speed. Adjust the settings by dragging the bars.
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5.5 Setting - User Account

1 Setting
General Camera | 4o Device | FTZ Config | User Account | Monitor Display
~User Account Setting
Name Group Description
Name ‘g & admin Admin Administrator
Group User -
Description:
Password:
Password Confirm:
[~ Disable User Account
Privilege
Main System [a]
Execute Mzin System
O schedule Start and Stop A
O Smart Guard Start and Stop 3
O schedule Setting B
O Srrart Guard Setting
O p1z control
a System Setting
a Counting Application
O Live Streaming Server
O remote Playback Server
Playback v/
Add
[/ OK J [ X Cancel ]

User Account: The administrator may manage the user accounts here. From
the list on the right, highlight each account and modify the privilege setting.

5.6 Setting — Monitor Display

Playback Option

" Setting

I~ Run Playback on Secondary Monitor

13 | O Devica

PTZ Config | !

Primary | Secondary |

& 03 Pool

& 01 Main Gate
@ 02 Driveveay

@ 04 Room A
@ 05 Room B
@ 06 Back Door

g

@ 01 Main Gate
@02 Oriveway
& 03 Pool

@ 04 Room A
& 05 Room B

Cameras List

Auto Scan

Primary Channel (Mol Used) ~
Secondary Channel ot Uses) +

Auto-scan Interval (2 sec

| Layout

Layout

M Type:  |ext -

™ Popup Camera on Event

] |
E B

v

OK
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Playback Option: Execute Playback on the secondary monitor by checking the
box. Make sure to adjust the display setting of your computer in advance to avoid
system error. THE SECONDARY MONITOR OPTION IS NOT AVAILABLE.

Cameras List: The left side displays a list of all cameras; modify the cameras
shown on the primary monitor in the right window.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the display
screen.

For instance, you may select to show only 4 sub-screens on the main console
while having 16 channels connected to the system. With auto scan function, you
will be able to see all 16 channels by turns.

Layout: Choose the number of divisions for NxN division on the Main Console
screen.

5.7 Save/ Load Configuration

The Save/ Load Configuration
function allows system users to
save any specific setting as a cfg
(config) file. You may save up
several different cfg files at any
time.

4 setting 7 / /

Save

SavefLoad Configuration »

B Log Viewer
B Bsackup

Save Configuration: To save a Network Service

specific setting, go to Config > About MainConsole...
Save/ Load Configuration > Save. clagbeck : ol ' [
In the popup window, type in the : | 4
file name and then save it as a cfg = A

file. o rt ass (I IN |

Load Configuration: To load a specific setting, go to Config > Save/ Load
Configuration > Load. In the popup window, go to the directory that you saved
the cfg files at, select any one of them and then click OK to load the file. Main
Console will be automatically shutdown after loading a new configuration. Please
re-start Main Console manually.

Note: MainConsole will be automatically shutdown after loading a new
configuration. Please re-start MainConsole manually.
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5.8 Log Viewer

5.8.1 Log Viewer — Unusual Event Step 4

Unusual Event {Sygmm Log

| Al -|

Stepl e

Date; | [F] NowfL1GI05 w3

DatesTime: [C1

Step 2 /

Step 3

[ Search |

Unusual Event: View the history of unusual event that had been detected by the
Smart Guard System.

Stepl: Choose the type of event you want to check or select “All” from the
drop-down menu for all types of events.

Step 2: Select the camera you want to check the event(s) from or select “All” for
all available channels.

Step 3: You may view events happened on a particular date or during a given
time period. To search and view unusual event happened on a particular date,
mark the box right next to “Date” and indicate the date.

You may also point out two different time points and search for unusual events
happened during the period. Mark the box in the Date&Time column and then
enter the date and time.

Step 4: Click Search
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5.8.2 Log Viewer — System Log

Step 1 —— | —
P50 Typi | Al

Dt |[F1 N L5 & 5]
-

DratebTeme: | ]
Evend T Evezt Type
20051111 03044
008N FE3045
20051111 20:40:50
20051101 104115
00511 I04234
205 1A1 Fe0nm
20BN 1M 3380

Starl Live Streaming Senver
Etari Romole Playback Server
Moty S
Btar Srnan Guard

Stop Smard Guard

Btogp Live Blrgaming Senver
Stop Remole Flayhack Sarver

il Giussd

IP Surveillance system

. kL] Saarch

1 i&wnp-wn

/

Step 3

System Log: You can choose the log type from the drop-down menu, following

is a complete list of all log types:

Main Console Startup
Main Console Shutdown
User Login

User Login Failed
Start Schedule

Stop Schedule
Execute Recycle
Execute Backup

. Enable Channel

10. Disable Channel

11. Start Smart Guard

CoNokrwNhE

12.Stop Smart Guard

13. Modify Smart Guard
14.Modify Schedule

15. Modify Configuration

16. Start Live Streaming Server
17.Stop Live Streaming Server
18. Modify Live Streaming Server
19. Start Remote Playback Server
20. Stop Remote Playback Server
21.Modify Remote Playback Server
22.1P Camera Connection Lost

Stepl: Choose the type of event you want to check or select “All” from the

drop-down menu for all types of events.

Step 2: You may view events happened on a particular date or during a given
time period. To search and view unusual event happened on a particular date,
mark the box right next to “Date” and indicate the date. You may also point out
two different time points and search for unusual events happened during the
period. Mark the box in the Date&Time column and then enter the date and time.

Step 3: Click Search.
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5.9 Backup

5.9.1 Backup
The backup function saves video record and other log information. User may
open backup files on any PC with Windows Operation System and operate the

full function Playback panel on it. Follow the instructions below to obtain
backup files.

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

rE Backup System g@

Backup Help

= )
| New Period

/ Start Date Time End Date Time Camerafs) Size
Step 1

Step 2: From the record date section, select the date you want to backup from.
You will see color lines appear in the time table implying available data recorded.

Red, green, and blue stands for record always, record on motion, and record on
event data files, respectively.

"aloct Date Time Period B

Step 2

3 rococd Dute Dute Tima Penad
H 2006/08/01

Start Time: 2008/ & 1 =/ 132328 |2

EndTima: | 2008/ &/ 1 24115238 &

o Camerais,

Y2 XIK4[XE[Xe|XT|XE
12| XK 13| 14| K 15| W 18

3] T S T S S S N T ST G VRS
g{:waral \- 0
5 camora 3
5 cameras
i Cameras
1 cameras
B camora T
i camera [

Rocord Always

Record on Uotion v 0K X Cancal
Recond on Event - -

Step 3: Select the data you want to backup by highlighting the time period.

Besides the time-table, you may also set up start time and end time in the Date
Time Period section.
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Step 4: Click on the camera number icon to add camera(s) or click Select All to
add all the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you
select.

Step 6: Click OK when the settings are complete and go back to the Backup
panel.

Step 3 Step 5
R /\ A
B Rocord Date Date Time Penaa / \.vf(m,\.
B 2006/08/01 Start Time: | 2008/ 8/ 1 |24/ 132338 |2 []Enabie Preview
EndTima: | 2008/ &/ 1 24115238 &

Saledt Camarais)

T8 1732 | 3328 4064

Ki[vz Xalxe|xs|[xe|xX7|xE
R ARSI AR, SHR,GEIR SLIR. S L. 61
Step 4

Selectal | Desalect s

Step 6 =

Record on Mation ¥ oK X Cancal
e Bt b Qi ittt 1

rE Backup System E]

Backup Help

@) i ; ' '
SONew perod ) oot 2y ] Dt

Step 7 Start Date Time End Date Time Camera(s) Size
| F200510/28 £ 11:20:00 2005010728 H2F 11:21:52 12,34 1,429KE

Step 7: Click the Backup icon to see the size of the file.
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Step 8: Choose the path you want to save the file or burn the file into a CD
(direct CD burning for Windows XP only).

Step 9: Select the log information you would like to backup (Event Log, System
Log and/or Counter Log) and then click OK.

Step 7

\fhh? E@ﬂ
Step 8 I~ summary

\ Tatal backup data size: 40 350KB

I~ - Media
(=) Backug using COROM
Step 9 1 Backug on HardDisk

I~ Cpbion

[#]1Backup Eveni Log
[+] Backup Syslem Log
[+ Backup Counder Log

o | x Cancel |

5.9.2 Delete Recorded Information from the System

Step 1: Click on “New Period” to obtain the Select Date Time Period panel.

FE Backup System E]@

Backup Help

..:\‘ New Period

/' Stert Dt Tims End Dats Tins Comers) Size
Step 1

Step 2: From the record date section, select the date you want to delete the file
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from. You will see color lines appear in the time table implying available data.
Red, green, and blue stands for record always, record on motion, and record on

event data files, respectively.

Step 3: Select the data you want to delete by highlighting the time period.
Besides the time-table, you may also set up start time and end time in the Date

Time Period section.

Step 2

A

\

. . .
Select Date Time Period B
8 Rocord Date Date Time Penad Vides Preview
3 Start Time: 2008/ & 1 =/ 132328 |2 [=] Enable Preview
EndTime: | 2008 & 1 (2162338 [
Sulect Camerais)

TAB 1732 | 33-08 1 4064

X1[vz X3lxX4a[xX5|X6|X7|X8

8| 0] K] K] 13| 4] K | K18

20060801 140953
Selectall | DeselectAl
[T P |
0 camerat -
B Camen 2 [ |
5 camera 1
5 camera s
i Camaras
1 cameras
B camora 7
i camera L] -
Ll E
Rucord Alway
Record on Mot ¥ 0K X Cancal

Record on Event

Step 4: Click on the camera number icon to add camera(s) or click Select All to

add all the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you

select.

Step 6: Click OK when the settings are complete and go back to the Backup

panel.

Select Date Time Period
¥ Rocord Date Date Tima Fenca
StartTime: 2008/ 8 1 |2 132338 |2

EndTima: | 2008/ &/ 1 24115238 &

Saledt Camarais)

TAB 1732 | 33-08 1 4064

T 2 X IXK4 X5 XE|XT|XE
8 [ 0] Ml K a] 13| 3 e K k| K e
Step 4

Select All Deselect Al

5 camera s
i Camaras
1 cameras

Step 6

Recond on Mobion
Record on Event

¥ 0K

-
»

X Cancal
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Step 7: Click on the “Delete” icon and delete the data.
Note: the deleted video cannot be recovered.

E Backup System [;]@
Backup Help
jﬁ Mew Period I izb] Backup 'x Delete
Step l oeoe— T T End Date Time Camera(s) Size
_@2005.’10&8 1120000 2005010028 B 112152 1,2,3,4 1,429KB
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5.10 Network Service

i3 setting

There are 5 types of network services: Sovelss Cnbiroten

live streaming server, remote playback N

server, 3GPP service, Remote Desktop, & oo

and Central Management Service.

From the Main Console, go to Config > ..o D— B
Network Service to obtain the Network » =, ml=lElN 7]

Service panel.
5.10.1 Live Streaming Server

When starting the live streaming function of your computer, you allow
remote users to log on to the specific computer and view cameras that
are connected to it. As system administrator, you are able to monitor
these accounts in order to maintain the system efficiency.

Main
On Live Streaming Server panel, you can see the clients who are currently

logging on to your computer and watching the live video from the
remote side.

Kill All Clients
Kill Client Network Service - 10.0.0.22
st L Black /hite List | Performa
Stop\ i chentcount | 0 [ Kirciient | [ kil ciients
N State | IP Camera Bilrals [Kbps)
Start

Maximum Connections —__|

Port — ||

Options

Part | 5150 Maximun Connections: | 16
Use Default Web Server © Use Dafaute serer  pore [65

v Save Log | LiveServerlo 3
| ——F g | o =R

Save Log

[v ok 7 [x cancel |
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Start: By starting the system, you turn the computer into a live streaming
server; thus allow remote users to log on to the system.

Kill Client: Highlight an IP address and click on the “Kill Client” button to
block a client from your system.

Kill All Clients: By clicking on this button, you may block all the clients
logging to your system.

Stop: Stop broadcasting live stream video.

Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the clients to connect to your system to the network.
Maximum Connections: Number of connections that are allowed to
connect to your system. Default is 16 channels and maximum is 128, one
camera video counts as one connection.

Use Default Web Server: Activate the Web server by checking the box;
clients will be able to watch live video via Internet Explorer. The port for
live streaming server is set to 80 by default. (*must check this item for

system access via IE)

Save Log: Save the log information at appoint folder.
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Black/ White List

Network Service - 10.0.0,21 X

Main Black/\hite List | Performance |

White List e W Enable White L Enable Black List

Streaming

tu|

Black List

\

IP Address B [ addtownitsLise | [ addto Black List
_—
Ad d/Delete ID | IP Range Access

-

—

Apply to All _
Playback —

[\

[ Agply to Al Network Servers |

[/OK ] Ix Cancel J

White List: Check the “Enable White List” box to activate the white list filter.
Only IP from the white list is allowed to log in.

Black List: Check the “Enable Black List” box to activate the black list filter.
IP from the black list will be blocked.

IP Address: Enter an IP address into the IP address field on the left. To add
an IP address range to the system, enter 2 sets of IP address to indicate a
series of IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Playback Servers: To apply the setting to both live streaming
server and remote playback server.
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Performance

Total bit rate

' Network Sevice - 10.0.0.21

Live
Streaming

Black/\White List Performance

tain

\(otal bitrate: 0.0Kkbps

Individual Camera bit rate

[20051205 14.56:2

[2005M1205 14.56:]

/

[2005M1205 14:56:24] User Logn admin Accep!
[2005M205 14:56:24] Flay CAM 1- 3dmin
|200%5M120% 14 8629 Flay CAM 2 admin
(200412004 14:54:31] Play CAM % acmin
[2005120% 14.56:3 Play CAM 9. admin
Play CAM 12 admin

lll,__i.-. I:—]‘.“ 14 A3MmMin

ik l [ X cancel l

/ C

Live Streaming Server log information
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5.10.2 Remote Playback Server

When starting the remote playback function of your computer, you allow
remote users to log on to the specific computer and withdraw data files
that are stored on it. As system administrator, you are able to monitor the
accounts that log on in order to maintain the system efficiency.

Main

On Remote Playback Server panel, you can see the clients who are
currently logging on to your computer and watching the live video from
the remote side.

Start: By starting the system, you turn the computer into a remote
playback server; thus allow remote users to access the system.

Kill Client Network Service - 10.0.0.22 &

Main | Black /white List | Performance |

Client Count 1] Kill Client Kill All Clients

Live
Streaming

o 1] Camera Bitrate (Kbpg]

Kill All Clients —

R
Playbac

Start

Server Status: Stopped Start
Options

Paort | 5150 Maximun Connections: |18

¥ Use Default\weh Server  Part: |80
[V Save Log |L\veSeNer.log AL

‘\/ oK | [)( Cancel ]

Kill Client: Highlight an IP address and click on the “Kill Client” button to
block a client from your system.

Kill All Clients: By clicking on this button, you may block all the clients
logging to your system.
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Stop: Stop broadcasting playback video.

Network Service - 10.0.0.22 7@]
Main ] Black /White List | Performance |
Live clientCount | 0 [ kinclient | [ kil clients |

Streaming

State IP Camera Bitrate [Kbps]

POI’t Remote
Playbac
Service
™~
Server Status: Stopped
Options
P 5150 Default Maxirmun Connectignse| 18
efaultVWeb Server  Port: |80

v Save Log |LweServer.Iog =Y
—/
/ 7 ok | [x cancel ]

Maximum Users —T1

Save Log

Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the remote playback server to connect to your
system to the network.

Maximum Connections: Number of connections that are allowed to
connect to the Remote Playback Server. Default is 8 accounts and
maximum is 64, one account counts as one connection.

Save Log: Save the log information at appoint folder.
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Black/ White List

Network Service - 10.0.0.21 X

Main  Black/White List | Performance |

W EnableWhite List W Enable Black List

White List

Streaming

Black List — [\

IP Address —— ||
/-

- ]

.
| Addtownitelist | [ AddtoBlack List

(] IP Range Arcess

Add/Delete

Apply to All
Playback Servers —_|

\ | T SR EG N |

[\/OK]IX Cancel]

White List: Check the “Enable White List” box to activate the white list filter.
Only IP from the white list is allowed to log in.

Black List: Check the “Enable Black List” box to activate the black list filter.
IP from the black list will be blocked.

IP Address: Enter an IP address into the IP field on the left. To add an IP
range to the system, enter 2 sets of IP to indicate a series of IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Playback Servers: To apply the setting to both live streaming
server and remote playback server.
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Performance

Total bit rate Individual Camera bit rate

Network S=rvice - 10.0.0.21

Live
Streaming

Remote
Playbac

Black [ White List Ferformance

hain

Total bitrate: 0.0Kbps

[2005M1205 14:56:24] User Logr admin Aept
[2005M2005 14:56:24] Flay CAM 1- admin
4 B8 2 Play CAM 2 admin
A 1458631 Flay CAM 4 admn

5 14.56:3
5 14561

5 14:56:2

Flay CAM 2. admn
Play CAM 12 adrmin

l-'l,__i.-. I:-]‘.1 14 A

[/ o] l [X Cancel l

/

Live Streaming Server log information
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5.11 About Main Console

Go to About Main Console to view the version of your surveillance system and
the hardware information.

it Setting
Save/Load Configuration »
@8 Counting applcation
i Log viewer
B Bk

Natwork Service

About Main Conzole

IP Surverillance 2.8.4
- Copyright (C) 2004-07

Fraduct Infarmation

Model Type: IF Cameras
IP Camera License Mumber: 16
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6. Remote Live Viewer

0

Q
_ L.

With the Remote Live Viewer console, remote users may watch
real-time video from remote live streaming servers.
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6.1 Setup Panel

Click on the setup icon to
obtain the setup panel

(3

-\\h

6.1.1 Setup Panel—Server

[F] Live¥iew Setting

Server l Group ]
Sen.fersemng 2 My Company (192.168.1.16)
J) Server Name: |Office
. Address: IW
The Server Setting:
Fort: |515D—
User Mame: |—
Step 1: Enter the Server Name Password: [
which you want to use. Save Password: [~
Auto Login: [
Test Server
Step 2: enter the Address, [_restsener |
Port, User Name, Password
which you want to use to |og [ Add J [ Delete ] lUpdate‘
IN server. [¥ Re-open Remote Live Viewer on the 2nd monitor: "/ oK ” X Cancel l

Step 3: Enable the Save Password if you don’t want enter the password again
when login. Also can enable Auto Login option to auto login when start the
Remote Live Viewer.

Step 4: Click on Test Server to check the server setting is available.

Step 5: Click add to insert the setting to server list.
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Step 6: Select a server from right server list, change the setting on light
panel and click update to modify setting. Or click Delete to remove the
server form server list after selecting one server.

6.1.2 Setup Panel—Group

You may put different cameras into the same group

Step 1: Go to the Group tab of the LiveView Setting panel.

Step 2: Log in to all the servers that contain the camera(s) you would
like to put into the group(s).

Step 3: Click “Insert” to create a new group; name the group for
future reference.

Step 4: From the window at the right, highlight the camera(s) that you
would like to add to a group and then click on the
“<--* putton. Repeat the process until you are satisfied with
the group setting.

Step 5: Click on the Delete and Rename button to remove or rename
a specific group.

Step 6: Repeat Step 3 to 5 until you are done with creating and
setting groups.

Step 7: Click OK.

Step 1 Step 4 Step 2
[E] Livdficw Setting \\ /
Step 3 Server \Group l
S Insert Delete S5 Rename
- & Group 1 = My Company
= My Company,, AXIS 207 (1¢ q» My Company - AXIS 207 (1¢
y Compafly - etro222 EE‘ 4> My Company - LevelOne W(
LevelOne WCS-204( q» My Company - etro222
- = Office
My Company - LevelOne WC q» Office - AXIS 207 (192.168.
/ @ Office - AXIS 207 (192.168. P Office - LevelOne WCS-204(
/ 4 Office - etro222
Step 5
< I | > < T 3
[J oK ” X Cancel ]
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Sener I Group  OSD |Joyst\ck]
I Enable camera 050!

6.1.3 Setup Cameras OSD Foreground

Fant: |@ Tahoma j
Size: m
You may adjust font style on this panel, coor [ v
v Buold v Edge
Step 1: Enable camera OSD option. i —
Step 2: Select the font, font size, font color Transparencr. — f a0
and any font effects desired. R
Step 3: Select the information that you wish N TTE
to see in the sub-screen of the camera. rTime  [Annzaes <]

| =T
6.1.3 Setup Remote Joystick Control

Please switch to Joystick tab and the configuration is the same as on
Main console.

Note: The difference of Main Console is that the action of Goto camera
option in Remote Live View is going to view of layout.
Following is a complete list of all log types.

6.2 Show Camera(s) On the Display Screen

Select a camera(s) from the server/ camera
list on the right and then drag it to where you
want the image to be displayed (limited to
one camera at a time).

On the server/ camera list, right click on a
camera to connect/ disconnect it.

Log In/ Log Out: Select a server or a group and click on the log in/ out
icon to access/ leave the server. You may also log in/ out from the server
by right clicking on it.

Server and Camera List: Display a complete list of the server(s) and
camera(s) that are added to the system.

PTZ Camera Control: You may control the camera view by utilizing the PTZ
camera control panel to adjust the camera’s view. This is only available
with cameras that support PTZ function.
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Server and Camera List e

PTZ Camera Control

Log In/Log Out

(Server / Group) -

T

Mlnlh
 ~—[=C A | B (= e
Bt ’ EEELE

Information Display Site Setup Digital

Window

Play/Stop/Drop
Playback / Remote 1/0O / Snapshot

Minimize: Minimize the Remote Live View Console window.
Exit: Shut down the system or log out current user.
Digital Zoom: Click on the + and — signs to zoom in and out the view.

Play / Stop/ Drop: Select a camera/ video and click on this button to
play/stop/disconnect a particular channel.

Information Display Window: Display video information including server name,
video current status, and bit rate for a selected channel.

Playback: View playback video remotely.

) Servers: |New Server j IOutputpins j
Remote 1/O: User can remote adjust the | |
. H H H Device Pin name Status
Output Pins byJ'Eurnlng it on or off (click on 1019350159 Ouiputs % OFF
Status to turn #on or %Off). 210.193.60.163 Output 1 B OFF
LevelOne WCE-201... Output 0 B OFF

Snapshot: Select the snapshot function to capture a specific video image
immediately.
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Server IP
ﬂ‘ Untitled Docurment - Windous In emet Explorer
—,
e~ ] nttperats 157 193 32:8080¢ El 4| < o]
& -
v e /& Untitled Document | | - B - - rEE® - TR - ?

Remote Live Viewer

Remote Playback

hitp:#218 167193 22:8080/Kveview htm o) EREERS H100% -

Remote Live/Viewer Remote Playback

Note: Must make sure the Liver Stream Server is enabled. Check 5.10 Network
Service for more detail.

7.1 Server IP

Open an Internet Explorer browser and enter the IP address or DDNS “name” of
the server followed by the connecting port.

Example: http://192.168.1.16:8080/

Note: 192.168.1.16 is the IP address of the server.
8080 is the port specified in “Use Default Web Server” in Network
Service.
ust make sure the Liver Stream Server is enabled. Check 5.10 Network Service
for more detail.
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7.2 Remote Live Viewer
Press this icon to use Remote Live Viewer which functions are the same as
Remote Live Viewer. You can only view one camera at a time!

7.3 Remote Playback

Press this icon to use Remote Playback which functions are the same as
Playback but remote server and backup functions.
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APPENDIX A — SYSTEM LOADING
Here are some testing results of multi-channel IP camera viewing:
1. 64 Channel IP Camera with CIF Performance

Equipment Configuration

Software: MainConsole Version 2.6.4 Professional

CPU: Intel Core 2 Quad Q6600 @ 2400 MHz

Memory: 1024 MB (2 x 512 DDR2-SDRAM )

Ethernet: Marvell Yukon 88E8052 PCI-E ASF Gigabit Ethernet Controller
Hard Disk: ST3250620A (250 GB)

Graphic card: ATI Technologies Inc Radeon X1300 Series

Operating System: | Windows XP Professional SP2

Results from Test with a Resolution of 352x240

320x240 Quality Frame Rate CPU Load Bandwidth
64 IP camera Good 20 65% 40~50 Mbps
64 IP camera Excellent 20 67% 40~50 Mbps
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2. 16 Channel IP Camera with D1 Performance

Equipment Configuration

Software: MainConsole Version 2.6.4 Professional
CPU: AMD Athlon 64*2 @3600+MHz
Memory: 2048 MB (2 x 1024 DDR2-SDRAM )
Ethernet: VIA Rhine Il Fast Ethernet Adapter
Hard Disk: ST3250620A (250 GB)

Graphic card: ATI Technologies Inc EAX1600 Series
Operating System: | Windows XP Professional SP2 x64

Results from Test with a Resolution of 704x480 CCD IP Camera
704x480 Quality Frame Rate CPU Load Bandwidth

16 IP camera Excellent 30 95% 15~20 Mbps

Results from Test with a Resolution of 640x480 CMOS IP Camera
640x480 Quality Frame Rate CPU Load Bandwidth

16 IP camera Excellent 30 95% 10~15 Mbps

page-75



IP Surveillance system
Appendix

APPENDIX B — STORAGE REQUIREMENT TABLE (VGA)

Please refer to the following table to find out the capability for recording into your
hard disk.

B.1. NTSC CCD IPCamera
B.1.1. MPEG4 Storage Requirement GB / channel / day @ 30fps

Quality 704*480 352*240 176*120
Excellent 21.1 8.4 2.1
Detailed 9.0 2.6 0.8

Good 4.7 1.6 0.6
Standard 3.7 1.2 0.5
Medium 2.6 0.9 0.4

B.1.2. MPEG4 Storage Requirement GB / channel / day @ 15fps

Quality 704*480 352*240 176*120
Excellent 10.5 4.2 1.1
Detailed 4.5 1.3 0.4

Good 2.3 0.8 0.3
Standard 1.8 0.6 0.2
Medium 1.3 0.5 0.2

B.1.3. MPEG4 Storage Requirement GB / channel / day

. . . Frame-Rate Storage
Image-Size Bitrate Setting Setting Requirement

704*480 2048 30 23.0
704*480 2048 15 22.1
704*480 1536 30 18.5
704*480 1536 15 17.9
704*480 1024 30 11.1
704*480 1024 15 11.6
704*480 512 30 5.5

704*480 512 15 6.9

352*240 1536 30 15.8
352*240 1536 15 16.9
352*240 1024 30 11.6
352*240 1024 15 11.6
352*240 512 30 5.6

352*240 512 15 6.3

176*120 1024 30 10.5
176*120 1024 15 9.5
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176*120 512 30 5.6
176*120 512 15 5.8
176*120 128 30 1.6
176*120 128 15 1.6

B.1.4. MJPEG Storage Requirement GB / channel / day @ 15fps
Quality 704*480 352*240 176*120
Excellent 79.1 29.5 10.5
Detailed 52.7 15.8 7.4

Good 36.9 10.5 5.3

Standard 21.1 8.4 4.2
Medium 13.7 5.3 3.2

B.1.5. MJPEG Storage Requirement GB / channel / day

Image-Size Quality Setting Frasn;([ati-rl]?gate Current Bitrate

704*480 Excellent 15 79.1
704*480 Excellent 5 42.2
704*480 Good 15 36.9
704*480 Good 5 15.8
704*480 Medium 15 13.7
704*480 Medium 5 5.8
352*240 Excellent 15 29.5
352*240 Excellent 5 12.7
352*240 Good 15 10.5
352*240 Good 5 4.7
352*240 Medium 15 5.3
176*120 Medium 5 2.3
176*120 Excellent 15 10.5
176*120 Excellent 5 4.2
176*120 Good 15 5.3
176*120 Good 5 2.1
176*120 Medium 15 3.2
176*120 Medium 5 1.1
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B.2. PAL CCD IPCamera

B.2.1. MPEG4 Storage Requirement GB / channel / day @ 30fps

Quality 704*480 352*240 176*120
Excellent 194 4.3 1.1
Detailed 6.5 1.6 0.5

Good 4.3 1.1 0.4
Standard 3.2 0.9 0.3
Medium 2.2 0.6 0.2

B.2.2. MPEG4 Storage Requirement GB / channel / day @ 15fps

Quality 704*480 352*240 176*120
Excellent 9.7 2.2 0.5
Detailed 3.2 0.8 0.3

Good 2.2 0.5 0.2
Standard 1.6 0.4 0.2
Medium 1.1 0.3 0.1

B.2.3. MPEG4 Storage Requirement GB / channel / day
. . . Frame-Rate Storage
Image-Size Bitrate Setting Setting Requirement
704*480 2048 30 21.6
704*480 2048 15 22.7
704*480 1536 30 17.3
704*480 1536 15 18.4
704*480 1024 30 11.9
704*480 1024 15 13.0
704*480 512 30 5.9
704*480 512 15 7.0
352*240 1536 30 16.2
352*240 1536 15 17.3
352*240 1024 30 11.9
352*240 1024 15 11.9
352*240 512 30 5.9
352*240 512 15 6.5
176*120 1024 30 10.8
176*120 1024 15 10.8
176*120 512 30 5.9
176*120 512 15 6.5
176*120 128 30 1.6
176*120 128 15 1.6
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B.2.4. MJPEG Storage Requirement GB / channel / day @ 15fps
Quality 704*480 352*240 176*120
Excellent 84.2 18.4 7.0
Detailed 46.4 10.8 4.9

Good 27.0 7.0 3.8

Standard 14.0 4.9 2.7
Medium 10.8 3.2 1.9

B.2.5. MJPEG Storage Requirement GB / channel / day

Image-Size Quality Setting Frasn;([ati-rl]?gate Current Bitrate

704*480 Excellent 15 84.2
704*480 Excellent 5 43.2
704*480 Good 15 27.0
704*480 Good 5 13.0
704*480 Medium 15 10.8
704*480 Medium 5 54
352*240 Excellent 15 18.4
352*240 Excellent 5 9.7
352*240 Good 15 7.0
352*240 Good 5 3.6
352*240 Medium 15 3.2
176*120 Medium 5 1.7
176*120 Excellent 15 7.0
176*120 Excellent 5 3.2
176*120 Good 15 3.8
176*120 Good 5 1.6
176*120 Medium 15 1.9
176*120 Medium 5 0.8
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B.3. CMOS IPCamera

B.3.1. MPEG4 Storage Requirement GB / channel / day @ 30fps

Quality 640*480 320*240 160*120
Excellent 10.5 3.2 0.9
Detailed 4.2 1.6 0.5

Good 3.2 1.1 0.3
Standard 2.6 0.7 0.3
Medium 2.6 0.6 0.2

B.3.2. MPEG4 Storage Requirement GB / channel / day @ 15fps

Quality 640*480 320*240 160*120
Excellent 5.3 1.6 0.4
Detailed 2.1 0.8 0.3

Good 1.6 0.6 0.2
Standard 1.3 0.4 0.1
Medium 1.3 0.3 0.1

B.3.3. MPEG4 Storage Requirement GB / channel / day
Image-Size Bitrate Setting FraSme_-Rate Current Bitrate
etting
640*480 2048 30 23.0
640*480 2048 15 22.2
640*480 1536 30 18.5
640*480 1536 15 17.9
640*480 1024 30 10.5
640*480 1024 15 10.5
640*480 512 30 5.3
640*480 512 15 6.3
320*240 1536 30 15.8
320*240 1536 15 16.9
320*240 1024 30 10.5
320*240 1024 15 10.5
320*240 512 30 5.8
320*240 512 15 6.3
160*120 1024 30 10.0
160*120 1024 15 7.9
160*120 512 30 5.3
160*120 512 15 0.5
160*120 128 30 1.4
160*120 128 15 1.5
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B.3.4. MJPEG Storage Requirement GB / channel / day @ 15fps
Quality 640*480 320*240 160*120
Excellent 42.2 15.8 6.3
Detailed 25.3 9.5 4.2
Good 16.9 6.9 3.2
Standard 13.7 5.3 2.5
Medium 9.5 3.7 1.8

B.3.5. MJPEG Storage Requirement GB

/ channel / day

Image-Size Quality Setting Fregrzte}i-rll?gate Current Bitrate
640*480 Excellent 15 42.2
640*480 Excellent 5 16.9
640*480 Good 15 16.9
640*480 Good 5 6.9
640*480 Medium 15 9.5
640*480 Medium 5 3.8
320*%240 Excellent 15 15.8
320*240 Excellent 5 5.8
320*240 Good 15 6.9
320*240 Good 5 2.7
320*240 Medium 15 3.7
160*120 Medium 5 1.4
160*120 Excellent 15 6.3
160*120 Excellent 5 2.4
160*120 Good 15 3.2
160*120 Good 5 1.2
160*120 Medium 15 1.8
160*120 Medium 5 0.7
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APPENDIX C — STORAGE REQUIREMENT TABLE (MEGA)

Please refer to the following table to find out the capability for recording into your
hard disk.

C.1.1. H.264 Storage Requirement GB / channel / day @ 15fps

Quality 1280*1024 1280*720 640*480 320*240
Excellent 232.4 157.7 24.9 7.5
Detailed 141.4 107.9 16.6 6.3

Good 107.9 74.7 14.2 5
Standard 66.4 49.8 125 4.6
Medium 49.8 37.4 10.8 3.8

C.1.2. H.264 Storage Requirement GB / channel / day @ 10fps

Quality 1280*1024 1280*720 640*480 320*240
Excellent 157.7 116.2 20.8 5.9
Detailed 99.6 74.7 15 5

Good 74.7 54 13.3 4.7
Standard 54 37.4 10.8 4.2
Medium 37.4 29.1 10 3.4

C.1.3. MPEGA4 Storage Requirement GB / channel / day
. . . Frame-Rate Storage

Image-Size Bitrate Setting Setting Require?nent

1280*1024 6144 15 522.9

1280*1024 6144 10 522.9

1280*1024 2048 15 182.6

1280*1024 2048 10 182.6

1280*1024 512 15 45.7

1280*1024 512 10 45.7

1280*720 6144 15 522.9
1280*720 6144 10 522.9
1280*720 2048 15 182.6
1280*720 2048 10 182.6
1280*720 512 15 45.7
1280*720 512 10 45.7
640*480 6144 15 522.9
640*480 6144 10 522.9
640*480 2048 15 182.6
640*480 2048 10 182.6
640*480 512 15 45.7
640*480 512 10 45.7
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320*240 6144 15 423.3
320*240 6144 10 298.8
320*240 2048 15 182.6
320*240 2048 10 182.6
320*240 512 15 45.7
320*240 512 10 45.7
C.1.4. MPEGA4 Storage Requirement GB / channel / day @ 15fps
Quality 1280*1024 1280*720 640*480 320*240
Excellent 315.4 249 49.8 10.8
Detailed 240.7 182.6 37.4 9.2
Good 149.4 116.2 24.9 7.5
Standard 99.6 74.7 20.8 5.9
Medium 74.7 49.8 16.6 5
C.1.5. MPEG4 Storage Requirement GB / channel / day @ 10fps
Quality 1280*1024 1280*720 640*480 320*240
Excellent 249 190.9 41.5 9.2
Detailed 182.6 132.8 33.2 8.3
Good 116.2 91.3 20.8 6.7
Standard 78.9 58.1 16.6 5.4
Medium 58.1 45.7 14.5 4.2
C.1.6. MPEG4 Storage Requirement GB / channel / day
. : , Frame-Rate Storage
Image-Size Quality Setting Setting Require?nent
1280*1024 6144 15 431.6
1280*1024 6144 10 522.9
1280*1024 2048 15 182.6
1280*1024 2048 10 182.6
1280*1024 512 15 45.7
1280*1024 512 10 45.7
1280*720 6144 15 522.9
1280*720 6144 10 522.9
1280*720 2048 15 182.6
1280*720 2048 10 182.6
1280*720 512 15 45.7
1280*720 512 10 45.7
640*480 6144 15 522.9
640*480 6144 10 522.9
640*480 2048 15 182.6
640*480 2048 10 182.6
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640*480 512 15 45.7
640*480 512 10 45.7
320*240 6144 15 182.6
320*240 6144 10 149.4
320*240 2048 15 182.6
320*240 2048 10 149.4
320*240 512 15 45.7
320*240 512 10 45.7
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2.VGA Mode
C.2.1. H.264 Storage Requirement GB / channel / day @ 30fps
Quality 640*480 320*240
Excellent 66.4 10
Detailed 374 8.3
Good 24.9 5.9
Standard 16.6 5
Medium 15 4.2

C.2.2. H.264 Storage Requirement GB / channel / day @ 15fps

Quality 640*480 320*240
Excellent 41.5 8.3
Detailed 24.9 6.7

Good 20.8 5
Standard 15 4.6
Medium 12.5 4.2

C.2.3. H.264 Storage Requirement GB / channel / day

Image-Size Bitrz?lte Frame_—Rate Cl_Jrrent Stqrage
Setting Setting Bitrate Requirement

640*480 6144 30 6300 522.9
640*480 6144 15 6300 522.9
640*480 2048 30 2200 182.6
640*480 2048 15 2200 182.6
640*480 512 30 550 45.7
640*480 512 15 550 45.7
320*240 6144 30 6300 522.9
320*240 6144 15 5500 456.5
320*240 2048 30 2200 182.6
320*240 2048 15 2200 182.6
320*240 512 30 550 45.7
320*240 512 15 550 45.7

C.2.4. MPEG4 Storage Requirement GB / channel / day @ 30fps

Quality 640*480 320*240
Excellent 116.2 20.8
Detailed 83 13.3

Good 49.8 10
Standard 33.2 7.5
Medium 24.9 6.7
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C.2.5. MPEG4 Storage Requirement GB / channel / day @ 15fps
Quality 640*480 320*240
Excellent 74.7 15
Detailed 54 11.7
Good 37.4 8.3
Standard 25 6.7
Medium 16.6 5.9
C.2.6. MJPEG Storage Requirement GB / channel / day
Image-Size Bitrgte Frame_—Rate Cl_Jrrent Stqrage
Setting Setting Bitrate Requirement
640*480 6144 30 6300 522.9
640*480 6144 15 6300 522.9
640*480 2048 30 2200 182.6
640*480 2048 15 2200 182.6
640*480 512 30 550 45.7
640*480 512 15 550 45.7
320*240 6144 30 5100 423.3
320*240 6144 15 2800 232.4
320*240 2048 30 2200 182.6
320*240 2048 15 2200 182.6
320*240 512 30 550 45.7
320*240 512 15 550 45.7
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